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Data privacy notice

This information is for the attention of all visitors to our website, customers and partners and is of importance when we receive data relating to you. Whether or not you are a customer, and whether or not any agreement even exists between us, is irrelevant in this case. By providing you with this information, we aim to make the manner in which we handle your data transparent for you.

1. Data controller

The controller within the legal sense for all data-related issues is the company named in the “Legal notice” section of our website. You can contact one of the company representatives named there or our Data Protection Officer:

Rechtsanwalt Maximilian Conrad
Raabestr. 1
10405 Berlin
Germany

A Data Protection Officer is not bound to management’s instructions. You can also contact him/her by e-mail: dataprotection@statista.com.

2. Procedure and purpose of storage

Your computer sends us your IP address when you use our websites and, depending on the type of use and your computer’s settings, we may store small text files (“cookies”) on your hard drive. We create these files to improve the function of our website for you. It is a sort of short-term memory on your browser.

We also create text files on our system that may contain the following information about you: The type and version of your browser, the operating system used, the URL of the website from which you came to ours, the name of your computer and the time (“log files”). The log files cannot be directly linked to specific individuals. We do not combine this data with cookies or IP addresses. However, we reserve the right to evaluate this data retroactively in individual cases where we have specific indications that such data is being used unlawfully. The log files help us to understand on what types of computer our websites have to function properly and at what times our websites are visited more (or less) frequently. With the information provided by these files, we can adjust our website structure, servers and database systems accordingly.

If you set up a user account with us or enter into a contract with us as a customer (e.g. goods order, newsletter subscription), we create a customer account in our system. This includes the master data provided by you, your order details and, where necessary, your accounting details (“customer data”). We store and process this data, because we would otherwise not be able to perform the contract with you.

If you send us a job application, we will use all of the information provided on it to process your application. If your application is rejected, your data will be deleted six months after notification of this rejection, unless you have given us prior permission to contact you again.

If you are employed by our company, your application documents, master data, accounting data and insurance data will be stored for the purpose of performing the employment relationship and forwarded to the partner companies listed below to the extent that such is necessary to safeguard the legitimate interests of the employer.
3. Forwarding the data to third parties

We do not process all of your data by ourselves, but use the programs and services of other companies ("tools"). We will change the tools we use from time to time, where it makes sense to do so for legal, technical or economic reasons.

We currently use the following tools for the management and provision of data (particularly customer data, IP addresses, cookies and log files):

- Google Analytics (records number of visitors to the website)
- Amazon web services (website operation, server location)
- Datev (master data management, accounting)
- Personio (HR management)
- HRworks (travel expense accounting)
- Microsoft Exchange server (contact data, emails)
- Mailchimp (contact data, emails to large groups)
- Contact Monkey (email tracking)
- Userlike (provision of service chat windows on the website)
- Slack (in-house communication)
- Stripe (payment processing)
- Nfon (internal and external calls)
- Limesurvey (expert surveys)

If you do not consent to the use of these tools, we may no longer be able to perform contracts concluded between us, or may have to switch to solutions that are less convenient for you.

We will only forward your data to providers or storage locations in countries outside the European Union to the extent that such is necessary to process orders and perform contracts.

4. Deletion periods

We will retain your data until such time as the order has been completed or the statutory retention periods have expired. These are defined, in particular, in Section 27 HGB (German Commercial Code), where the retention periods for business documents are regulated.

5. Information

You have the statutory right to request information on the data stored by us at any time. In spite of our endeavors to ensure that data is correct and up-to-date, should we have stored incorrect data relating to you, we will correct said data as quickly as possible at your request. Where you have given your consent to data processing, you may withdraw it at any time with effect for the future.
6. Supervisory authority
If you feel that we have failed to meet our obligation to inform, you have the right to lodge a complaint with a supervisory authority (e.g. the Data Protection Officer of a German Federal State).

7. Voluntary provision of data
You are not obligated to provide us with your data. You may, therefore, refuse to have your IP address saved. In order to conclude and perform contracts between you and us, the processing of your data in the scope described above is, however, necessary. If you withdraw your consent to data processing, this shall render performance on our part impossible, although this shall not release you from your obligation to perform. (For this reason, you may not object to the storage of your customer data in the above-mentioned management systems until such time as the contractual relationship has ended).

8. Alternative purpose
If we intend to process your data further for a purpose other than that for which you made the data available to us, we shall provide you with specific information on this alternative purpose and the reason why we intend to use your data for it. You may withdraw your consent to further processing at any time.